
Report of two days webinar 
 

Part – I  Organizing Committee  
Convenor 
Dr.MarpeSora,Sr. Asst.Prof. CSE 
Co-Convenor 
Mr.Sikdar Md. Sultan Askari,Asst.Prof., CSE 

Members 

Prof.UtpalBhattacharjee,Head&Prof., CSE 
Mr.AniTaggu, Associate Prof., CSE 
Dr.Firos A, Asst.Prof., CSE 
Ms.BomkenKamdakBam,Asst.Prof. ,CSE 

Mr.Satish Kumar Das,Asst.Prof.,CSE 
Mr BhaskarJyotiChutia,Asst. Prof., CSE 

 

Part – II Seminar/ Workshop / Webinar / FDP /STPs etc. 
 2.1:  In present scenario of pandemic almost all the activities are diverted towards 
cyberspace there is an open platform for cybercriminal to commit cybercrime. Especially for all 

the departments who are using online digital platform for imparting teaching and learning it is 
important to make teachers or students understand the danger of internet.  Therefore, it’s 
extremely important to understand the criminal activities on cyberspace and take all possible 

precautions. To achieve this objective, department of Computer Science and Engineering 
Organized two days Webinar on Recent Trend in Cyber Crime. The main agenda of webinar was 
to make aware Teacher, staff and students about the danger of cybercrime. 

Objective of webinar 

•To understand the basic of cybercrime.  
•To explore the different types of danger on internet 
•To provide all the possible precautions 

 
  2.2:  Themes and Sub-themes: Recent Trends in Cyber Crime 
  2.3: Details of the Resource Persons: 

1. Dr. Varun Kapoor, IPS Additional Director General of Police, Rustamji Armed Police Training College, Indore 

2.Dr. Uzzal Sharma, Assistant Professor (Senior), Dept. of CA, Assam Don-Bosco University, Guwahati, Assam 

3. Mr. Arjun Chetry Assistant Director (IT), North Eastern Police Academy. 

  2.4: Sponsoring Agency (if any) and Details of the Sponsorship 
  2.5: Expenditure Incurred: Nil 
Part – III Session-wise Details 

  3.1: Inaugural Session: agenda enclosed 
  3.2: Plenary Session (if any) 
  3.3: Technical Sessions / Training Sessions: Technical session 1& Enclosed 

  3.4: Panel Discussion (if any) 
  3.5: Valedictory Session: pamphlet enclosed 
Part – IV Outcome of the Program 

  4.1: Academic Outcome 

 Gain Knowledge on Fraud, phishing: using fake email messages to get personal 
information from internet users 

 How to behave in social media  

 Power of Information 

 Know what to do if you become a victim 

 



  4.2: Policy Implications / Technical Implications (if any) 
  4.3: Future Scope 
Part – V Annexure 

5.1:  Brochure / Leaflet and Schedule Schedules/ News paper publications: 

Enclosed 
5.2: List of Participants (Institution wise / gender-wise): Separate copy 

enclosed 

  5.3: Photographs 

 

 



 

 
  5.4: Media Coverage: No 
 


